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children about how to use them safely. Tlnuaresomwposlﬂnbeneﬁtsmﬂnmudmlogyatourdw
these days - however there are plenty of downsides too. Asapmit'simpomntyoumdmdmmw

how you can take steps to protect your family against them.

PROTECTING ANDROID DEVICES

Yoq can sat up restricted users on Androdd tablets through
4 Google account, Open the settings meow (look for a cog
Icon] and select the Users' eption. Here you can add a new
restricted user. After setting up a password and username,
select which applications you want to restrict access to, On
an Andeold smartphome It's shenilar, but first select ‘Parental
Controls’ in the play store.

THINK ABOUT ALL YOUR
SMART DEVICES

As well a3 tablets and smartphones, you
should think about any device In yous home
connected to the Internet: a games console,
amedia hub, or a personal computer. In each
Case you can usually find parental controds in
the settings. Think carefully about how much
BCCoss you want to allow your child, espedially
when It comes 10 accassing the Internet.

MAKE SEARCHING MUCH SAFER

Most search engines, such as Google, Bing or Yahoo, have

a uhu.th setting. You should activate this, Otherwise,
s ly onsy for a ingly harmiess search on the
mmunmnmpxuumwmm
Depending on the browser you're using, go to the settings
and search for ‘safe search’. Make sure you save the change 3o
it defanits each time you open the browser. This will seriously
redoce the chances of your child belng exposed to something
they shouldn't be.
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‘, DON'T LET PEOPLE SEE
wneae YOU ARE

@ sounds useful for seeing where yoor child is, but it
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safety, it's & good idea to disable location software on all devices or
atleast turn it off when It's not required. Also, be mindful of specific
apps that record ruaning routes or locations where your child
might be playing & gasse. Talk to your chilld about why these can be
dangerous and how to turn the setting on and off as required.

WATCH OUT FOR
FAKE PROFILES

Sadly, social media presents an enormous
opportunity for the likes of pasdophiies
1o set up fake profiles and interact with

chiddren. Keep a track of the people your
child interacts with on social media and
I you do not recognise a user as a friend,

Mee(, our expert,
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